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https://www.bbc.co.uk/news/uk-68838977
The technology allowed scammers with no technical skills to send phishing emails that enabled them to steal identities, card numbers and pin codes. 

This service was being used by 800 criminals paying as little as £300 a month.
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Securing the Supply Chain

Gartner predicts that by 2025, 45% 
of organisations worldwide will 
have experienced attacks on their 
software supply chains.

Supply chain-related disruptions in 
2023 led to an average £62 million 
in annual losses.

The number of organisations 
impacted by supply chain attacks 
has surged increasing by 15% in 
2023.
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Securing the Supply Chain

Trusted 
MSSP

• 24/7 monitoring
• Trusted experts to working internal 

security teams
• Compliance assistance
• Detect and Respond capability
• Immediate Threat Notification
• Scalable solution
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Securing the Supply Chain

Zero- Trust Network Access
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Improving Network Visibility

Proven attack vector against a key 
vulnerability

Enables threat detection and 
response

Key controls in ISO 270001 and 
NCSC CNI guidance

Advances in access monitoring 
tools and technology
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             Head of Cyber Security
             Tom.Exelby@redhelix.co.uk
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